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Peter Sugden

220 Seminole Ave
Valparaiso, FL 32580

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for 1aw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Peter Sugden
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Christopher Eshelman

127 N. Estelle
Wichita, KS 67214

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my aopposition to the
Department of Justice s request that all new Internet communication services he
reguired to have built-in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Servic¢e Providers and Internst telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that c<areful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatian technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Christopher Eshelman
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Peter Belmont

166 Columbia Heights
Brooklyn, NY 11201

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chafrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement 15 necessary., Longstanding laws already
require Internet Service Providers and Internet telephone companies tao allow
the FBI to conduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through..

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation hetween sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thisves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Peter Belmant, Esg.
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Jeff Zimmerman

3282 South Rijverside Drive
Ames, Iowa 30010

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiaon to the
Department of Justice s reguest that atl new Internet communication services be
required to have built—in wiretapping access.

The Department of Justice is <ontinuing its efforts to remove our civil
Tiberties. Longstanding laws already require Internet Service Providers and
Internet telephone companies to allow the FBI te conduct surveillance. The FBI
is going far beyond these existing powers by trying to force the industry to
actually build its systems around government eavesdropping. It is equivalent
to the government requiring all new homes be built with a peephole for law
enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources tike e-mail. The FBI1 s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

I urge you to oppose the dangerous suggestion of the Department of Justice that
our new Internet communication technologies should have built-in wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jeff Zimmerman
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Marc Goldfeder

3523 N. Crescent Ridge Dr.
Tucson, AZ 8571B

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources like e-mail. The FBI ¢ aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential faor hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich apportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department af
Justice that our new Internet communicatien technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Marc GoldFfeder
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Reid Wood

271 Elm St.
Oberlin, OH 44074

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do net believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatiaons. Past
effcrts to provide this sort of backdoor access have not been successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Reid Wood
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Margaret Allman

2424 NW S59TH ST APT 304
Seattle, WA 98107

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do nat believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gaing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement ta look through.

I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the 1aw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Margaret Allman
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Anthony  Pope
B8 W. Schiller, #1802
Chicago, i1linois 680610

March 18, 2004

FCC Chalrman Michael Powel}
Federal Communications Commission
445 12th Street SW

Wwashington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required te have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping, It is the eguivalent of the government requiring all
new homes be built with & peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phaone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications., the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wirgtapping.

I Took farward to hearing your thoughts on this matter.

Sincerely,

Anthony Pope




7™ “Nancy Hirschfeld |
1301 Howze Beach Road
Slidell, LA 70458

March 18, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatiaon services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources T1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves ar
EVENn rogue government agents to access our personal communications, Past
efforts to provide this saort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Nancy Hirschfeld
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Noel stiller

7535 Bittersweet Drive
Eden Prairie, MN 55344

March 18, 2004

FCC Chailrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Poweil:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communicatian services be
regquired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run araound
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I Took forward to hearing your thoughts on this matter.

Sincerely,

Noel Stiller




Fri 19 Mar 2004 08.12:31 AM EST P. B
Ceorgel. Feigenbaum

1640 NW 48 Place
Fompano Beach, FL 33064

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
bepartment of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyaond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ceorge J. Feigenbaum
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Robert Rtehemann

229 Foote Avenue
Bellevue, Kentucky 41073

March 18, 2004

FCC Chairman Michae? Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llaongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arounc
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <¢ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor ac¢cess have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the danderous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward te hearing your thoughts on this matter.

Sincerely,

Dr. Robert M. Riehemann
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John Kelley

182 Laval St.
Manchester, NH 03102

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct suryeillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be buitt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c<ommunications, the
government is creating the very real potential for hackers and thieves or
even raogue government agents to access our personal communications. past
efforts to provide this sart of backdoor access have not heen successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugdestion of the Department of
Justice that our new Internet communication technoglogies should have built-in
wiretapping.

I lTook forward te hearing your thoughts on this matter.

Sincerely,

John JT. Kelley
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Donna Riley

1531 N. Smith Road, #1086
Palatine, IL BO0DE?

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

1 do not believe this reguirement is necessary. Llongstanding Yaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is aoing far beyvond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. Tt 1s the equivalent of the government requiring all
new homes bhe built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential fur hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Donna J. Riley
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Jeanne Kirkton
£53 Tuxedo Blvd
St Loguis , MO B3119

March 18, 2004

FCC Chairman Michae! Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is aoing far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rodue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jeanne Kirkton
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Simon G1ickman

2062 Panamint Dr.
Los Angeles, CA 30085

March 18, 2004

FCC Chailrman Michae) Powell
Federal Communications ommission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not helieve this requirement is necessary. Lonastanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thievss or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the damgerous suggestion of the Department of
Justice that our new Internet communication technolodies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Simon G11ickman
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Jennifer Dugan Hobhs

3435 Cesar Chavez #33§

San Francisco, CA 354110

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with & peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phaone companies and data
sources like e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master ksy to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue gavernment agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Cnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jennifer Dugan Hobbs
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Jerry Greenberag

206 Oakhurst
E1 Dorado, AR 71730

March 1B, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. And those "longstanding laws" are
unconstitutional. The gestapo should not be able to snoop into your private
communications without a search warrant, based on probable cause and supported
by oath or affirmation. We saw the abuses committed by the FBI against Rev. Dr.
Martin Luther King. We do not need a repeat performance. The FBI is again going
far beyond its purported existing powers by trying to force the industry to
actually build its systems around their eavesdropping. It is the eguivalent of
the government requiring all new homes be built with a peephole for law
enforcement to look through. Would you like to be compelled to invite Ashcroft
into your bedroam?

This reguirement represents an end-run around Congress, Lawmakers, after
extensive deliberations, set up boundaries for how the FBI can collect
information between sources like phome companies and data sources like e-mail.
The FBI s aggressive and expansive reading of the law would bypass the
legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
EVEN rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers. Again, remember what they did to
Martin Luther King!

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bujlt—in
wiretapping. In fact, you should specifically make it possible for amy person
whose privacy has been i1legally intruded upon by any government agency to be
able to sue for damages at least in the amount proposed for fines to be leveled
against "pornographers”.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jerry Greenberg
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Sasha Kay

243 S. (Gregqg Ave.
Fayetteville, AR 72701

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI i5 going far beyond these existing
powers by trying ta force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring alt
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources 1ike e-mail. The FBI ¢ aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you ta oppose the dangerous suggestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Sasha Kay
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John Lawrence

4058 TJackson Ave
Culver City, CA 30232

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

washington, DC 20554

FCC Chairman Powell:

fis a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have builtt-in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI te <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <¢ollec¢t information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persomal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access ogur personal communhications. past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vaou to oppose the dangeraus suggestiaon of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

John Lawrence
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ichard Montova

5416 Agnes pl,
Riverside, (A 92504

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement 15 necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arpund
Congress, Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that ¢areful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdear access have not been successful and
only created a rich opportunity for hackers.

If you allow this, vou will he jeopardizing billions of dollars worth of
commerce,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely.

Richard Montoya
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Lois Schank

1405 O Road
Central City, NE 68826

March 18, 2004

fCC Chairman Michael Powel]l
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Interrnet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents  to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Lois Schank
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Fortunato Procopio

255 Wwest 14th St Apt B¢
New York, NY 10011

March 16, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llonastanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance,

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich aopportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Fortunato Procopio
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Michael Campellone

1432 Birchtree Court
Rosamond, CA 93560

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatiaon services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary., Ltongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bsyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that carsful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Michael A. Campellone
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Gerr1 Friedberg, LCSW

404 Chanticleer
Hinsdale., I1 50521

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Intermet communication services be
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Llangstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these axisting
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
spurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications, Past
efforts to provide this sort of backdaor access have not bheen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticon technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Cerri Wenger Friedherg, LCSW




